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**供应链金融业务的传统风控与智能风控比较分析**

**摘要：**近年来，供应链金融业务成为创新热点。区别于传统信贷业务，供应链金融以链条整体信用为基础，提供赊销和垫付服务，物流、信息流与资金流贯穿其中，涉及更为复杂的信用、法律和操作风险，仅靠单一的线下风控手段难以匹配风控要求。上海银行对供应链金融业务传统风控与智能风控手段进行比较分析，旨在汲取业内外创新经验，探索二者有机融合方式，为供应链金融业务数字化、智能化风控提供创新视角。

一、供应链金融业务“特质”导致的风险点

**（一）核心企业信用风险**

核心企业可能因信用捆绑累积或负债超过自身承受极限，使供应链出现整体兑付危机；当核心企业行业地位发生重大不利变化时，可能变相隐瞒交易各方信息，组织上下游获取授信，用于体外循环。

**（二）上下游企业信用风险**

上下游企业经营透明度较差、财报缺乏可信度、守信约束力不强等问题较难解决。此外，上述企业不仅易受自身风险因素影响，还易受供应链整体运营效率、上下游交易等多因素影响。

**（三）贸易背景真实性风险**

利用信息不对称，假贸易之名，行借款之实。一旦出现伪造贸易合同，或融资对应的应收账款的存在性、合法性出现问题，或质押物权属、质量有瑕疵等，银行授信将暴露于风险。

**（四）操作风险**

操作风险贯穿于贸易背景审核、应收账款确权转让和资金流、物流封闭监管等环节。操作环节的落地执行，直接关系到第一还款来源的效力，进而决定信用风险能否被有效屏蔽。

**（五）物流监管方风险**

因信息不对称，企业串通物流方，出具无实物仓单/入库凭证向银行骗贷；伪造出入库登记单，未经银行同意擅自提取处置质物；无法严格按照规程尽职履责，导致质量不符、货值缺失等。

**（六）抵质押资产风险**

应收账款类风险在于应收账款交易对手信用状况、应收账款账龄、应收账款退款的可能性。存货类风险在于质物是否缺失、价格是否波动较大、是否容易变质以及是否易于变现等。

**（七）法律风险**

供应链金融涉及多方主体，银行与各方主体如未能完善相关的法律合同文本、明确各方的权利义务，一旦发生纠纷，就会产生相应的法律风险。

二、常见三类供应链金融业务风险审查侧重点

**（一）“1+N”反向保理业务：重点审查核心企业的信用风险、管控上下游的能力及协助银行的能力**

“1+N”反向保理业务风险审查侧重于评估核心企业的信用风险，审查核心企业行业地位、规模实力、发展前景、股东结构、主营业务盈利能力、资产负债情况、信用记录等；审查核心企业对上下游的管控能力，如核心企业对供应商是否有准入和退出管理，是否提供排他性优惠政策，是否有激励和约束机制；审查核心企业对银行的协助能力，如帮助确认贸易背景是否真实，卖方是否具备履约能力，债权转让是否有效通知债务人，回款是否存在保障。

**（二）平台类供应链金融业务：重点防范平台自融风险**

平台类供应链金融业务风险审查中，需要分辨平台是为了供应链上下游企业融资，还是为其股东、股东下属机构或平台自身自融。在实务中，主要是审查平台方实力和数据质量，通常聚焦头部平台，不介入无信用支持且缺乏有效控制手段的松散型合作平台。

**（三）保理公司授信：重点考察股东背景、技术实力、风控能力、资产质量**

保理公司授信风险审查涵盖了定性审查和定量审查。定性审查包括审查管理层、股东及核心人员的背景、风险评估机制、审批制度和贷后应收账款管理、催收的技术及客户的行业结构和准入门槛等。定量审查包括审查应收款的构成、短期偿债能力和资产负债率，审查银行、保理商、平台方在业务中的权责是否明确等。

三、供应链金融业务传统风控存在的不足

**（一）基于风控视角，贸易真实性审查和操作风险管控困难、贸易纠纷可能引发履约问题**

贸易真实性审查方面，银行天然缺乏对贸易背景真实性的掌控，传统贸易背景审查，往往单方面依赖核心企业反馈的交易信息，而核心企业往往对增信措施参与动力不足。如核心企业“不确权、不同意质押、不开放数据和接口”，则贸易真实性审查难度增加。

操作风险管控方面，传统业务的风控手段着眼于单一客户和静态财务状态，与供应链金融批量化作业的特点不相适应，后者要求逐笔尽调、开户、签约、审核资料，而借款人分部于不同地区、行业，银行受服务区域限制，难以对客户开展深层次、全方位的尽调。同时，“三流”风险贯穿于供应链金融业务的贷前、贷中和贷后环节，对全流程操作风险管理提出了较高管控要求。

贸易纠纷控制方面，链条上两个企业的贸易纠纷，可能会影响各级供应商向下游交付订单的进度，进而影响各级供应商向上游支付账款的进度。如果不加以有效控制，会造成“订单延期——支付延期——订单延期”的循环。因此，需要建立隔断机制，将两个企业的贸易纠纷止于两个企业，将单笔订单交付的贸易纠纷止于单笔订单交付。

**（二）基于业务发展视角，核心企业信用无法向上多级传导、业务实施周期较长、产业信息联动不足**

在传统供应链金融方案设计中，核心企业与一级供应商发生的交易关系，经由核心企业确认，占用核心企业授信额度，比较容易得到银行的认可。但一级供应商与二级供应商、以及继续向上传导至N级供应商与N+1级供应商的交易关系，很难得到保理融资。

而核心企业同样有将自身信用逐级上传，改善供应链尾部中小微企业融资环境的诉求。供应链条较长的行业，供应商融资成本逐级提高，导致链条生态恶化，最终反馈到向核心企业交付订单的质量与价格上。

同时，传统供应链金融业务推进周期一般较长。针对核心企业个性化需求，需对产品反复调整，与不同的核心企业、服务商对接系统牵涉大量科技开发精力，致使推进周期过长、错失业务机会。

产业信息联动不足也是一个广泛存在的问题。银行即使同时服务于同一个产业链上的两家核心企业，也是基于各自核心企业ERP系统提供供应链金融服务，缺少数据联动，无法根据一家核心企业ERP数据异常，对整个产业链风控策略做出调整。

四、供应链金融业务的智能风控手段

传统供应链金融业务无论在风险审查还是方案设计上都在力求完善，逐个堵截风险点，但在审批条件落实、全流程风控手段上，往往“有心无力”，不能较好的支持业务规模化、健康发展。近年来，信息技术带来金融科技领域的高速发展，借助ERP系统、EDI信息处理技术、区块链、电子债权凭证等智能风控手段，建立数据高度共享的信息技术平台，加强供应链全流程动态管控，可有效补足传统风控及方案设计上的不足，切实降低信用及操作风险。

值得一提的是，区块链技术为去中心化的信任机制提供了可能，使传统手段难以企及的核心企业信用向上多级传导、多层次审核交易真实性、联动产业链条信息、提供公平数据信息、通过智能合约保证交易履约等得以实现，具备解决传统供应链金融风控问题的潜力。

**（一）核心企业信用向上多级传导**

利用区块链技术公开透明、可溯源、不可修改的特征，可以充分挖掘长链条业务场景中的长尾效应，降低银行授信风险及业务开展边际成本。

**（二）多层次审核交易真实性**

在数据源头端通过区块链技术的多节点部署，可以同步获取核心企业ERP数据信息、物流平台物流信息、供应商交易信息，通过数据流、物流、交易流互为印证，从数据源头提高平台上交易信息真实性，降低供应链金融业务中交易真实性风险。

**（三）联动产业链条信息**

通过引导产业链内各个企业，将ERP系统中供应链金融业务需要的可公开数据，分布式记入基于区块链技术的共享账本中。使得非商业机密数据在所有节点同步存储，提高产业链内企业经营状态透明度。对企业，减少信息不对称，降低自身融资成本；对银行，获取更多与产业相关信息，有利于制定更好风控方案。

**（四）通过智能合约保证交易履约**

由区块链内的多个用户共同参与制定智能合约，用户之间的数字资产凭证转让行为，通过智能合约约定，一旦数字资产凭证转让行为完成，则供应链金融资产对应的核心企业债权关系转移，应收账款到期资金根据数字资产凭证持有情况进行自动分配。综上，采用区块链技术在风险审查阶段即可保证数据来源的真实性与完整性，便于核对背后交易是否真正进行，保证债权凭证可靠。在贷后阶段，持续更新的数据流为后续追踪企业运营提供支持，令虚构交易与重复融资等行为无所遁形。区块链应用赋予供应链金融更高的安全级别，消除银行对企业信息流的顾虑，相应地，在一定程度上解决了中小企业无法自证信用水平的问题。

**结语：**对于供应链金融的风控工作而言，一方面须持续强化智能风控手段，另一方面也须加强培育兼具产业、金融和科技方面的复合型人才，共同推进该项业务的稳健发展，跟进智能化、数字化的金融行业发展趋势。 （上海银行）